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The National Intelligence Model (NIM)

Marine Management Organisation and IFCA

The National Intelligence Model (NIM) was introduced into UK Policing in 2000 and although not every aspect is suitable for all law enforcement agencies (LEA’s) most law enforcement agencies use a modified version of the NIM to suit their business needs. This means organisations are ‘intelligence led’ and do not just react to historic events.

The NIM is 'a model for law enforcement' that ensures information is collected, evaluated, fully researched, developed and analysed to provide intelligence which enables senior managers to: 

· Provide strategic direction 
· Manage risk
· Make tactical resourcing decisions and take operational action 


‘The right people in the right place at the right time, properly briefed and tasked’


This will enable the MMO and IFCA to reduce crime and prosecute offenders. The NIM can be applied to:

·  Crime 
·  Non crime including antisocial behaviour and community cohesion
·  Offenders
·  Reassurance agendas, including working with partners 


What it does:

· Provides greater consistency and focus of LEA activity
· Allows operational strategies to focus on priorities
· Allows more focus on solving priority problems and targeting the most active offenders 
· Assists in the management of organised crime groups
· Achieves greater compliance and standards across the UK’s Law enforcement agencies
· Informs the management of risk
· Improves direction and briefing of patrols
· Reduces rates of persistent offenders through targeting the most prolific 
· Improves integration with partner agencies 

How it works:

The model works at three levels:

Level 1 – Local MMO Office / Local authority (IFCA’s)
Level 2 – MMO Area / Cross IFCA
Level 3 - Serious and organised crime that is usually national or international (National Crime Agency, MMO, HMRC)


First:

Certain key 'Assets' must be in place to enable intelligence to be produced. Without them, the intelligence function will not operate efficiently. (Please see four key assets below)

Intelligence must be recorded, evaluated and placed on a suitable secure, searchable database. The intelligence is evaluated using the 3x5x2 process. (Intelligence report)

A sufficiently flexible 'Tactical Capability' (operational and incident teams) must also be present to deal with identified problems. Without it, too much intelligence will be produced with little capability to deal with it.
 
Second: 

Four key 'Intelligence Products' are produced to drive law enforcement activity through the Tasking and Co-ordinating process, these are : 

Strategic Assessment 
Tactical Assessment 
Problem Profile 
Subject Profile 

Third: 

The Tasking and Co-ordinating Process takes place with information and intelligence flowing between levels and working in partnership with other law enforcement agencies.

The Tasking and Co-ordinating Process: 

The Strategic Tasking and Co-ordinating Group (Strategic T&CG) sits annually, is informed by the annual strategic assessment, and sets the Control Strategy (main priorities for the organisation).

The Control strategy highlights those crimes or areas of business which are predicted to be a risk or threat and require extra resources. (For example illegal landing of Cod)

The Strategic T&CG also approves an Intelligence Requirement that informs all staff of what intelligence needs collecting. (e.g. who is landing under sized clams and where?)

The Tactical Tasking and Co-ordinating Group (Tactical T&CG) sits at every 2 – 4 weeks. Informed by the Tactical Assessment, it manages the identified organised crime groups or individuals, prioritises the proposed tactical activity for the agency for the next period and ensures that the resources are aligned to the priorities identified within the Control Strategy.  It will make decisions as to when appropriate tactical action will be taken and by whom.

The tactical meeting also commissions the remaining two intelligence products - the Problem Profile and the Subject Profile - as and when required, and prioritises the tactical activity to be taken against each.


The NIM and Partnership Working:

The NIM is primarily a business model for use in allocating resources and there should be strong links between the NIM and partnership working.

Partners should be encouraged to share information to the beginning of the process and to accept products after research and analysis (these may have to be sanitised), in order that they can be better informed in relation to the strategic issues, or assist in tactical resolutions. 

Additionally, it must be recognised that much of the information and intelligence produced by the model at a tactical level is of a restricted or confidential nature, and often relates to targeting individual offenders and potential offenders. 

Whilst attendance of partners at the Tasking & Co-ordinating Groups (T&CGs) may be possible at a strategic level, it may not always be possible or practicable at a tactical level. 


NIM Terms Explained (See diagram at appendix ‘A’)
 
Four Key Assets: 

Knowledge Products: Staff have access to the relevant knowledge products, for example, legislation, case law, MMO and IFCA policies and procedures, data stored internally and externally, POLKA (police on-line knowledge area) and Codes of Practice.
 
System Products: The I.T. and manual systems that enable intelligence-led compliance activity to work and ensure the security of data. For example: The MMO headquarters intelligence database. The more systems that are available will help fill intelligence gaps and enable more thorough intelligence products to be developed, as well as assist in completing risk assessments. Other systems available are the Police National Computer (PNC), Police National Database (PND) and open source.

Sources: Police forces and agencies use a number of varied sources (e.g. victims, witnesses, informants, public spirited citizens, other agencies and partners). It is essential that information and intelligence is gathered from ALL sources in line with the priorities and the intelligence requirement, and that is evaluated and processed through the intelligence systems. It is also imperative all source information is treated with strict confidence.

People: The selection, recruitment and retention of the right people in the right roles. Staff must receive the appropriate training commensurate with their role, this includes continual professional development. It is essential that certain roles are filled in sufficient numbers to provide a high level of resilience.  Tactical Capability The staff who are in a position to provide a quick and flexible tactical resolution for any problem or subject profile produced by the intelligence unit, or can react to any major incident. (Marine Officers and law enforcement partners)



Intelligence Products:

In all there are four key Intelligence products.  The products are: 

The Strategic Assessment - This document is produced by the intelligence function with the assistance of various specialists, and provides the big picture of what is happening in an agency, police service or nationally. 
Examining and analysing seasonal trends, information  and intelligence about what has happened since the last Strategic T&CG and known or predicted future events, it attempts to establish what is likely to happen in that area in the six/twelve months following the Strategic TCG. In highlighting the possible threats, risks and strategic priorities it makes recommendations in relation to what the control strategy priorities should be. 

The Tactical Assessment - This document is produced by the intelligence function with the assistance of various specialists, and provides an overview of what has happened in the force or region over the fortnightly/monthly period since the last Tactical T&CG, and attempts to establish what may happen in the next period. It provides recommendations as to tactical activity in relation prevent, prepare, pursue and protect. This document may not be required by all agencies.
 
The Problem Profile - Commissioned by the Tactical T&CG and produced by the intelligence function with the assistance of various specialists. The Problem Profile analyses all available information, identifies the scale of a particular problem (e.g. Landing of undersized lobsters in a particular area), identifies potential suspects and recommends tactics under prevent, protect, prepare and pursue (4xP’s). A problem profile can only be closed by the chair of the TCG. A number of analytical products may be used to support the profile. The profile may, for example, contain a criminal business profile and make recommendations to the operational team as to how best to dismantle an organised crime group.

The purpose of a problem profile is to:
• Identify and understand the scope and context of the problem;
• Enable operational management to make resource decisions;
• Guide investigations and shape plans;
• Highlight and recommend prevention, intelligence and enforcement opportunities (4xP’s);
• Provide information for partnership working;
• Maintain supervision;
• Assist in subject identification and selection (suspects or victims);
• Ensure legislative requirements are fulfilled;
• Focus intelligence gathering.
 
The Subject Profile - Commissioned by the Tactical T&CG and produced by the intelligence function with the assistance of various specialists, the 'Subject Profile' profiles suspects/offenders, identifies and analyses weaknesses in their criminal activities and recommends tactical options, again using the 4xP’s. 

To commission a subject or problem profile it needs to be justified and proportionate, is there sufficient intelligence to commission such a product? 

The purpose of a subject profile is to:
• Assist in prioritising subjects (suspects or victims);
• Identify intelligence gaps and focus intelligence gathering;
• Enable operational management to make resource and tactical decisions;
• Guide investigations and shape plans;
• Highlight and recommend prevention, intelligence and enforcement opportunities (4xP’s);
• Provide justification for actions;
• Ensure legislative requirements are fulfilled;
• Maintain supervision.

The Intelligence cycle:

The intelligence cycle demonstrates when intelligence is received how it needs to be evaluated and analysed prior to further dissemination. It shows as further intelligence is received it continues to be evaluated and analysed to assist in the decision making process. 
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The nationally accepted process of dealing with information and turning it into intelligence is known as the Intelligence Cycle, of which there are five parts: 

Direction - Deals with the gathering of intelligence through focused collection plans.  Structured and directed collection of intelligence can save on expensive resources and minimise wasted effort.

Collection - When intelligence is being developed, data relevant to the job has to be collected from sources of information.  During the course of intelligence development, there may be the need for further collection of information to take place, which itself will go through the rest of the cycle.

Evaluation - Initial evaluation of information collected is made by the reporting officer through use of the nationally accepted 3 x 5 x 2 system, which allows for the source and the information to be independently assessed.  

Analysis - The assembly of individual pieces of information to show meaning and patterns. There are two main aims of intelligence analysis:

a) To develop and test inferences which outline - who, what, where, why, when and how
b) To provide senior management with clear tactical or strategic assessments
Analysis is more than the visualisation of the data; analysis requires going beyond the facts, doing away with the absolutes and looking at the probabilities.  It provides a theory that can focus further data collection efforts. Focus is the key word here - why collect it for the sake of it when a focused collection plan can be more beneficial.

Every theory derived from analysis stands to be confirmed or denied through testing.
Nobody likes to be proved wrong, but by testing the theory, certain views held could be changed and any dangerous conclusions drawn can be altered in the light of the logical interpretation of data.

Dissemination - The intelligence, having travelled around the cycle, will, if possible, need to be disseminated to others for action to be taken. (Dare to share)


The Strategic Tasking and Co-ordinating Group (Strategic T&CG):

The Strategic T&CG is chaired by the head of the force or agency or their deputy.  This meeting will set the priorities for the agency for the next 12 months.

Control Strategy:

The Control Strategy is set by the Strategic T&CG using the Strategic Assessment (FCASA). It identifies the strategic priorities for the agency or force and for each main priority sets detailed protect, prepare, pursue and prevent recommendations.

Intelligence Requirement:

In addition to the Control Strategy, the Strategic Tasking and Coordinating Group also agree the intelligence requirement. 

The Intelligence Requirement provides direction to intelligence staff and front line staff as to what information and intelligence should be collected in relation to the priorities AND crimes/incidents that are not currently priorities, but which show a trend that is of concern and/or constitutes a high risk. 


The Tactical Tasking and Co-ordinating Group (Tactical T&CG):

This meeting is chaired by a principal or senior officer and is attended by a small group of senior managers who can make resourcing decisions.
The aim of this meeting is to drive the business of the MMO and IFCA in accordance with the control strategy. Make decisions around business planning and resource allocation and decide on what operational tactics will be deployed. It is also responsible for commissioning problem and subject profiles.

Intelligence Report (IR)

In order to risk assess and evaluate information an Intelligence Report (‘3x5x2’ form) is used, the intelligence report (IR) allows an agency to record, evaluate and disseminate information. When information is risk assessed and evaluated it is sanitised (details removed that explicitly or indirectly identifies the source of the information) in order to protect the source of the information. If everyone uses the same process then the information can be shared, by using the dissemination code the source will receive the appropriate protection.
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Diagram of the NIM
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